
Street Address   

City

State 

Zip

Direct Contact First Name 

Direct Contact Last Name

Direct Contact Email 

Direct Contact Title

Federal Employer ID (FEIN)

What is your Cage Code?

NAICS Code

Product Service Code

Telephone

Website

Corporate Information

Total Number of Corporate Employees 

Number of Remote Employees

Number of Corporate Owned Endpoints (Servers, Desktops, Laptops) 

Number of Corporate Owned Mobile Devices (Cell Phones & Tablets) 

Does your company have a centralized domain server?

What type of IT does your company have (Check One)

Georgia Department of Economic Development | 75 Fifth Street, NW, Suite 1200, Atlanta, Georgia 30308 | 404.962.4000 | Georgia.org

Applicant Company Name (Same as the name registered under GA Secretary of State)

Internal IT Staff 

Outsource IT Services

No Current IT Infrastructure 

A combination of Internal and Outsourced IT services

If you receive the grant, this new client information will be required 

at the time of signature of the contract with CSS and GDECD.

Please complete now, and save on your computer to help expedite the process.

GDEcD Cybersecurity Grant – New Client Information



Georgia Department of Economic Development | 75 Fifth Street, NW, Suite 1200, Atlanta, Georgia 30308 | 404.962.4000 | Georgia.org

APPLICABLE OPERATING SYSTEMS (Check all that apply):

	

	 Windows

	 Mac

	 Linux

Which of these TECHNICAL SERVICES does your company currently use (check all that apply) 

Cybersecurity Maturity Model Certification (CMMC)

24/7/365 Live IT Helpdesk

24/7/365 Security Operations Center

After Actions Reports

Anti-Malware

Anti-Virus

Backup and Recovery

Cloud Services

Compliance Assessment

Compliance Dashboard

Consulting (IT/Cybersecurity/Compliance)

Data Destruction

Data Encryption

Digital Forensics

Disaster Recovery

Email Security

Endpoint Protection

Exposure Assessment

Firewall as a Service

Forward/Reverse Proxy

Identity Management Platform (2FA)

Incident Response Services

Intrusion Detection/Prevention Systems

Microsoft Office Suite

Migrations (Data and Email)

Network Monitoring

Penetration Testing

Phishing Campaigns

Policies and Procedures (Cybersecurity/IT)

Ransomware Recovery

Remote Workforce Capability

Risk Assessment

Secure Chat Platform

Secure Cloud Storage

Secure VoIP Phone Service

Secure Wi-Fi

Security Reporting Platform

Security Awareness Training

SIEM (Event/Log/Collection)

SOC as a Service

Software Patching

Virtual Private Network (VPN)

Vulnerability Scanning

Web Filtering
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